Data protection notice about video surveillance

We would hereby like to notify you about how Munich Reinsurance Company processes personal data collected from our video surveillance, in cases where it may be possible for us to identify individual people in the recordings.

Who is responsible for processing the data, and how can you contact our Data Protection Officer?

Münchener Rückversicherungs Gesellschaft
Aktiengesellschaft in München
Königinstrasse 107
80802 München
Germany
Tel.: +49 89 38910
Fax: +49 89 399056
contact@munichre.com

If you have any questions about this notice, you can also contact our Data Protection Officer. He can be contacted by post to “Data protection Officer” at the above address, or by sending an email to datenschutz@munichre.com.

For what purposes, and on what legal basis, will your data be processed?

We process all personal data in compliance with the EU General Data Protection Regulation (GDPR), the German Federal Data Protection Act (BDSG), and all other applicable national laws.

We use video surveillance to protect our property, and for our or third-party legitimate interests (Art. 6(1)(f) of the GDPR, Section 4 of the BDSG) in guaranteeing that the necessarily high security standards be met. The Company is responsible for the safety of our staff, and for the security of our office buildings and the material assets within them.

Our video surveillance serves to protect our buildings, assets and people, to monitor access and the workings of our technical plant and equipment, and to detect and prevent technical malfunctions. The recordings may also be used to investigate any offences (e.g. break-ins or wilful property damage).

Where do we use video surveillance?

We have installed cameras particularly in front of the visitor entrances to our office buildings, at the gates and doors to our parking garages, at emergency exits and around the exterior walls of the buildings, and at staff access points. We exclusively use immovable cameras installed at fixed angles, with no sound recording.

We use appropriate measures – i.e. signage – to identify our cameras where publicly accessible areas may come under surveillance.

How long will we store your data and who has access to it?

Access to our camera recordings is restricted to only very few staff members in our Security department. The recordings are regularly erased after two working days, unless events related to the cameras’ purpose make it necessary to retain the recordings for a longer period, or to forward them to the police or other authorities.

What data protection rights do you have?

In addition to your right to object, you have a right to information, a right to have your data erased under certain conditions, as well as a right to restrict processing. Please contact the aforementioned address to exercise these rights.

Right to object:
If we process your data for the purposes of protecting legitimate interests, you may object to this processing on grounds relating to your particular situation. We will no longer process your personal data unless we can demonstrate compelling legitimate grounds for the processing that override your interests, rights and freedoms, or if the processing serves the assertion, exercise or defence of legal claims.
Would you like to file a complaint about how your data is being handled?

You may contact the aforementioned Data Protection Officer or the data protection authorities. The authority responsible for us is:

Bayerisches Landesamt
für Datenschutzaufsicht
(Data Protection Authority of Bavaria for the Private Sector),
Promenade 27
91522 Ansbach
Germany

Tel.: +49 981 531300
poststelle@lda.bayern.de or
https://www.lda.bayern.de/en/contact.html
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